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1.1 Présentation générale 

• 

• 

1.2 Identification du document 

1.3 Entités intervenant dans l’AC Racine « LC ROOT CA » 
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• 

• 

• 

• 

• 
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1.3.5.1 Autorité de Gouvernance (AG)  

1.3.5.2 Directeur Sécurité des Services de confiance  

• 

• 

• 
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1.3.5.3 Détenteurs de Secrets (DS) 

1.3.5.4 Huissier, témoins 

1.3.5.5 Responsable de la sécurité physique 

1.4 Usages de certificats 

 

• 

• 

 

1.5 Gestion de la PC 
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1.6 Acronymes et définitions 
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2.1 Entités chargées de la mise à disposition des informations 

2.2 Informations devant être publiées 

• 

• 

• 

• 

2.3 Délais et fréquences de publication 

2.4 Contrôle d'accès aux informations publiées 



 

 

Politique de Certification de l’AC 
LC ROOT CA 

OID : 1.3.6.1.4.1.48620.41.1.1.1 

Propriété exclusive de be invest international sa - Reproduction interdite  

 
21 

 

3.1 Nommage 

 

 

3.1.2.1 AC RACINE  

• 

• 

• 

• 

3.1.2.2 AC FILLE 

• 

• 

• 

• 
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3.2 Validation initiale de l'identité 

 

 

 

 

 

 

3.3 Identification et validation d'une demande de renouvellement des clés d’un certificat d’AC 

 

 

3.4 Identification et validation d’une demande de révocation 
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4.1 Demande de certificat d’AC 

 

 

4.2 Traitement d’une demande de certificat d’AC 

 

 

 

4.3 Usages du bi-clé et du certificat d’AC 
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4.4 Renouvellement d’un certificat d’AC 

4.5 Délivrance d’un nouveau certificat d’AC suite à changement de bi-clé 

4.6 Modification du certificat d’AC 

4.7 Révocation et suspension des certificats d’AC FILLE 
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• 

• 

• 

 

• 

• 

• 
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4.8 Fonction d’information sur l’état des certificats d’AC 

 

 

 

4.9 Fin de la relation entre l’AC Fille et l’AC Racine 

4.10 Séquestre de clé et recouvrement 
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5.1 Mesures de sécurité physique 

 

• 

• 

• 
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5.2 Mesures de sécurité procédurales 

 

- 

- 

- 
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- 

- 

 

 

• 

• 

• 

• 

 

5.3 Mesures de sécurité vis-à-vis du personnel 
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• 

• 
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5.4 Procédures de constitution des données d'audit 

• 

• 

• 

 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 
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• 

• 

• 

• 
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5.5 Archivage des données 

 

• 

• 

• 

• 

• 

• 

• 

• 

 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 
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• 

 

• 

• 

• 

 

 

 

 

5.6 Changement de clé d'AC 

5.7 Reprise suite à compromission et sinistre 
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5.7.3.1 Dans le cas de compromission de l'AC Racine :  

5.7.3.2 Dans le cas de compromission d'une AC Fille : 

 

5.8 Fin de vie de l'IGC 

• 

• 
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6.1 Génération et installation de bi-clés 
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6.2 Mesure de sécurité pour la protection des clés privées et pour les modules cryptographiques 

 

 

 

 

 

 

• 

• 
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6.3 Autres aspects de la gestion des bi-clés 

 

 

6.4 Données d’activation 
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6.5 Mesures de sécurité des systèmes informatiques 

 

• 

• 

• 

• 

• 

6.6 Mesures de sécurité des systèmes durant leur cycle de vie 

 

 

6.7 Mesures de sécurité réseau 

6.8 Horodatage / système de datation 
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7.1 Profil du certificat de l’AC Racine « LC ROOT CA » 
















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








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











 

 

Politique de Certification de l’AC 
LC ROOT CA 

OID : 1.3.6.1.4.1.48620.41.1.1.1 

Propriété exclusive de be invest international sa - Reproduction interdite  

 
46 

7.2 Gabarit de certificat d’une AC Fille 

 














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


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















7.3 Profil de LAR de l’AC Racine « LC ROOT CA » 




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




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8.1 Fréquences et / ou circonstances des évaluations 

8.2 Identités / qualifications des évaluateurs 

8.3 Relations entre évaluateurs et entités évaluées 

8.4 Sujets couverts par les évaluations 

8.5 Actions prises suite aux conclusions des évaluations 

• 

• 

• 

8.6 Communication des résultats 



 

 

Politique de Certification de l’AC 
LC ROOT CA 

OID : 1.3.6.1.4.1.48620.41.1.1.1 

Propriété exclusive de be invest international sa - Reproduction interdite  

 
50 

 

9.1 Tarifs 

9.2 Responsabilité financière 

9.3 Confidentialité des données professionnelles 

 

- 
- 
- 

 

 

9.4 Protection des données personnelles 

9.5 Droits sur la propriété intellectuelle et industrielle 

9.6 Interprétations contractuelles et garanties 
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• 

• 

• 

• 

• 

• 

• 

 

 

 

 

• 

• 

• 

• 

• 

 

9.7 Limite de garantie 

9.8 Limite de responsabilité 

9.9 Indemnités 
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9.10 Durée et fin anticipée de validité de la PC 

 

 

 

9.11 Notifications individuelles et communications entre les participants 

9.12 Amendements à la PC 

 

 

 

9.13 Dispositions concernant la résolution de conflits 

9.14 Juridictions compétentes 

9.15 Conformité aux législations et réglementations 

9.16 Dispositions diverses 
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9.17 Autres dispositions 


